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(8) All incidents that warrant timely command attention based on the
discretion and judgment of Commanders/Provost Marshal.

(9) Any unaccounted personnel. This includes exercise forces or
units, tenant commands, and commands subordinate to the Combat Center.

(10) Any degradation (damage) of infrastructure or services, that
significantly impacts training or functions, to include the decision to pause
or continue training.

(11) Any request by a general or flag officer to speak to the
Commanding General.

(12) Use of restraints or taser by Provost Marshal’s Office personnel
or interior guard forces aboard the Combat Center, or subordinate commands.

b. Priority Notification. Requires an email to either the Chief of
Staff or the Commanding General.

(1) Class A mishap ($2M> damages to DoD/non-DoD property; aircraft
destroyed; injury and/or occupational illness resulting in death or permanent
total disability).

(2) Suicide attempt by a Marine or Sailor.

(3) Reported/suspected sexual assault/harassment, hazing, or racial
incident, or a confirmed Equal Employment Opportunity violation or complaint.

(4) Any directed decrease in the Force Protection Condition.

(5) Spillage or unauthorized disclosure of Secret and below
classified information.

(6) Arrival of unscheduled Distinguished Visitors aboard the Combat
Center or subordinate commands.

(7) Any unaccounted serialized equipment, such as vehicles, weapons,
optics, night vision goggles, etc. This includes exercise forces or units,
tenant commands, and commands subordinate to the Combat Center.

4. The information requirements listed above may not cover all situations,
but if a significant issue that you believe warrants attention occurs, then
use the “Reasonable Marine” approach and report it. Call the Command Duty
Office with any questions, or to report an after-hours CCIR, at

(760) 830-7200.
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